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Who we are 

Predator IT are a cyber security consulting service.  We are passionate about what we do, and we 

are good at it!! 

Our unique team of associate consultants all have a minimum of 10years experience, many have 

much more, and all hold at least one relevant certification in the cyber security or data management 

environment. 

We are led by Mark J Ward, CISM who has over 30years cyber security experience across many 

sectors in both public and private organisations, and is considered one of the leading Consulting 

CISOs in the UK. 

Our consulting portfolio is set out below, however, if you have other consulting requirements, 

please contact us to discuss your needs at info@predatorit.com  

 

Cyber health check – is your business cyber 

ready?  Our health check will determine 

where and what needs focus to increase your 

cyber readiness, making recommendations 

where appropriate. 

Supplier check – are your key suppliers cyber 

safe?  It’s important where suppliers have 

access to or manage your data, that you 

ensure they are cyber ready too.  The General 

Data Protection Regulation or GDPR requires 

you to ensure they are. 

Cyber framework consulting – do your clients 

require a level of certification for cyber 

security from you as a business such as 

ISO27000 or Cyber Essenials (CE)?  We can 

conduct a gap anlysis to determine the time 

and cost of becoming compliant to any major 

cyber framework or legislation. 

Policy provision - the writing and successful 

implementation of an Information Security 

Policy, or indeed any company security 

policy, is probably the single most effective 

and efficient measure a company can take to 

reduce the risk of security breaches. 

Bid response or review – we are able to 

consult on the preparation of bids you may be 

engaged in or reivew bids you have 

requested, providing security questions for 

your suppliers to answer and reviewing and 

scoring their responses. 

Major incident management – our 

consultants have advised and managed major 

cyber incidents for both national and 

international clients.  From managing the 

incident itself to recovery and ‘uplift’ 

programs to prevent reoccurance. 

Staff training and awareness – bespoke 

training and awareness sessions to meet your 

needs. 

 

 

 

Investigative resource – several of our 

consultants have military or police 

backgrounds and are trained in investigative 

processes and can aid in or advise on the 

investigative process whether you choose to 

engage with law enforcemet or not. 
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